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GDPR Data Analytics Webinar Summary 

Three Key Points 

1. The GDPR Increases Options for Organizations to Process Data:
Legitimate Interest is an available legal basis to enable GDPR compliant
data analytics, artificial intelligence (AI), machine learning and digital
transformation.

2. Support for Global Data-Driven Business Beyond GDPR Compliance:
Pseudonymisation, as newly defined under the GDPR, supports the
separation of the information value of data from the re-identifiability of
individuals as necessary to support innovation for data-driven businesses.

3. Controlled Re-Linking of Data Increases the Value of Data Analytics:
The ability of pseudonymisation to help support re-linking of data about
individuals under controlled conditions distinguishes it from anonymisation,
general statistical analysis, or complete de-Identification, which are not
designed to support re-linkability of data.
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Gartner predicts that by 2020, more than 40% of enterprise revenue will come 
from digital business. Similarly, IDC forecasts that by 2020, 50% of the Global 
2000 will see a majority of their business come from their ability to create 
digitally-enhanced products, services, and experiences. Yet many data-driven 
operations underlying these projections rely on data analytics that are 
increasingly subject to restrictions on lawful data use such as contained in the 
GDPR and similar evolving regulations. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
The GDPR is global in scope. If an organization processes records of any 
individuals in the EU to provide goods or services in the EU, the GDPR applies 
no matter where the organization is located. The GDPR is much more than a 
law pertaining to EU personal data – it is the leading wave of transformational 
data processing restrictions evolving around the globe.  
 
Prior to the GDPR, the primary burden of risk for inadequate data protection in 
the EU was born principally by data subjects, due to limited recourse against 
data controllers and processors that collected and stored their data. However, 
this burden of risk is shifted by the GDPR’s emphasis on rights of individual 
data subjects. As a result, a data subject’s “consent” must be “freely given, 
specific, informed and an unambiguous indication of the data subject’s 
agreement to the processing of personal data relating to him or her” to serve as 
lawful basis for processing personal data. These GDPR requirements are 
impossible to satisfy with respect to iterative data analytics where successive 
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analysis, correlations and computations cannot be described with required 
specificity and unambiguity in advance at the time of consent. 
 
To lawfully process iterative data analytics, new technical measures that help 
support alternate (non-consent) GDPR-compliant legal bases are required. 
After May 25, 2018, companies that continue to rely on broad-based consent 
will not comply with GDPR requirements. Failure to comply with GDPR 
obligations exposes parties, including co-data controller and data processor 
partners, to fines equal to the greater of 20 Million Euros or 4% of global gross 
revenues of the ultimate parent company, plus additional significant 
obligations, liability, and exposure. 
 
The September 20, 2017 webinar – Don’t Lose Access to Data Analytics Under 
the GDPR – featured presentations by Gwendal Le Grand – Director of 
Technology and Innovation at the French CNIL, Jules Polonetsky – Chief 
Executive Officer at the Future of Privacy Forum (FPF), and Gary LaFever - Chief 
Executive Officer at Anonos. The panelists discussed ways that global 
organizations can reconcile the growing importance of data analytics with 
increasingly complex and multi-jurisdictional restrictions on lawful data use. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Assessment of actions necessary to comply with new GDPR requirements is the 
initial focus of most organizations. Organizations later begin to appreciate that 
actions taken to comply with the GDPR are also relevant for financial disclosure 
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The good news is that pseudonymisation, a new technical and organizational 

measure introduced under the GDPR, helps to support alternate (non-consent) 
legal bases necessary for iterative data analytics. 

 

purposes since potential lawsuits, regulatory fines, and lost access to data, 
could harm operating results and therefore require disclosure. It is imperative 
that actions taken to avoid regulatory enforcement and comply with financial 
disclosure requirements do not contravene innovation requirements necessary 
for organizations to achieve business requirements. 
 
 
 
 
 
 
 
 
 
Webinar panelists discussed how GDPR requirements for new technical and 
organizational measures seek to both protect personal data as well as to 
enable privacy respectful innovation by enabling GDPR compliant analytics. 
 
 
Slides for Gwendal Le Grand 
(Director of Technology and Innovation at the CNIL) 
(Three slides in total)  
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Slides for Jules Polonetsky  
(CEO at the Future of Privacy Forum (FPF)) 
(Six slides in total) 
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Slides for Gary LaFever  
(CEO & Co-Founder at Anonos) 
(Four slides in total) 
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Note: 

Webinar panelists’ answers to questions – those asked and answered during the 
live event as well as those submitted during but not answered until after the 
event – will be provided to webinar registrants following coordination of 
answers from panelists. 

Contact us at BigPrivacy@anonos.com to learn about saving your data and 
enabling protected data analytics under the GDPR. 

To learn how BigPrivacy technology is used in your industry, visit 
anonos.com/usecases 

https://www.anonos.com/
https://www.anonos.com/contact



